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DEFENSE INFORMATION SYSTEMS AGENCY
DEPARTMENT OF DEFENSE

[E

INTERNET PORTAL

“Providing a secure solution for & giobal network”

g a U.S. Government (USG) information system (IS) that is
provided for USG authorized use only.

By using this IS (which includes any device attached to this S), you consent to the following conditions:
= The USG routinely intercepts and monitors communications on this IS for purposes including, but
not limited to, penetration testing, COMSEC monitoring, network operations and defense.
personnel misconduct (PM), law enforcement (LE), and counterintelligence (CI) investigations
At any time, the USG may inspect and seize data stored on this IS
Communications using. or data stored on, this IS are not private, are subject to foutine monitoring,
interception, and search, and may be disclosed or used for any USG authorized purpose
This IS includes security measures (e.g., authentication and access controls) to protect USG
interests~not for your personal benefit o privacy
Notwithstanding the above, using this IS does not constitute consent to PM, LE or Cl investigative
‘searching or monitoring of the content of privleged communications, o work product, related to
personal representation or senices by attomeys, psychotherapists, or clergy. and their assistants
‘Such communications and work product are private and confidential. See User Agreement for
details

Enter MIAP Portal

Home | About DISA | Securty & Privacy | Fresdom of nformatin Act | No Fear Aot Nots | DaD)
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DEFENSE INFORMATION SYSTEMS AGENCY
DEPARTMENT OF DEFENSE
=) B
*Providing a secure solution for a global network”
") Create New Account " Online Support
W tostart ‘Need help? Use one of
L. v} using MIAP today. ? o
options
Tip Of The Day: Did you know you can reset your password online, without having o callthe Support Center?
Unencrypted Telnet on Port 23 will be Blocked on the Z/0S System Status
Mainframes =E—o .
Over the last several years, the CSD MIAP team has been working vith
all IBM mainframe customers on moving fiom unencrypted telnet to the
MIAP encrypted solution. Per CSD Policy 10-08 the deadiine for this Link Library
migration was 28 Feb 2011. We now plan to begin blocking all
unencrypted telnet traffic accessing IBM mainframes over "RED" Port 23 z‘;ﬁ:nﬁﬂznﬂt"ﬁz‘:‘:;vv"‘})
in order to comply with this policy. Rl
USHC Registration L
CSD will utiize a phased approach to block non-MIAP access on an OCHA UTS User's Guide
LPAR basis. This will allow access for those customers who have MOCAS User's Guide
received temporary extensions to this policy, while blocking all other
access. The following timeline has been scheduled for this initiative.
PHASE I: DECC Mechanicsburg - 25 APR 11
PHASE Il: DECC Ogden - 09 MAY 11
PHASE - DECC St. Louis - 23 MAY 11
PHASE IV: Extension Waivers - NLT 31 DEC 11
o
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DEFENSE INFORMATION SYSTEMS AGENCY
DEPARTMENT OF DEFENSE

INTERNET PORTAL

“Providing a secure solution for & giobal network”

To create your MIAP account, please select the appropriate option below
I'have a Common Access Card (CAC)
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DEFENSE INFORMATION SYSTEMS AGENCY
DEPARTMENT OF DEFENSE

=) B
INTERNET PORTAL
“Rroviding a secure solution for a global network:
DANIEL CHRISTENSEN
To create a new accout or modify an existing MIAP account please fill out all the information
below.
Failure to completely fill out the form will result in you account not being created.
Please fill out the form as accurately as possible, the information being requested will aid us
in supporting you in the future.
Community of Interest: [ 1~
Unsure what to select? Click the question mark. |~
Description: You MUST select your appropriate "Community” for this field. This field determines what
‘sessions you will receive when your account s created. The fields listed in the drop down box are
similar to the SWA links on the SWA homepage.
Email as it appears on your CAC:
Description: This field MUST contain the e-mail address that is registered with your DoD CAC card. If
You put an e-mail address that difers from that of your DoD GAC card, your CAG/PKI authentication to
'MIAP wil not work properly.
Instructions on how to obtain your e-mail address from your CAC Card
Please retype your email address:
Description: Your e-mail listed in this field must match the e-mail address enfered in Field #2.
4digit PIN:
Description: This field should contain a 4 digit PIN that will be used i resetting your account in the
future. Without it you will not be able to reset your password. When logging into MIAP you must use
your CAC pin
This field should contain your Do organization, max 30 characters. (.. DISA, DFAS,
Commercial phone number including area code:
Description: This field is for your commerical phone number, including area code. This is a free form
text ield, you may enter your phone number with or without the "
DSN prefix:
Description: This field will contain your DSN prefi.
‘Submit
o
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DEFENSE INFORMATION SYSTEMS AGENCY
DEPARTMENT OF DEFENSE

Choose a digital certificate

“The host you are connecting to requires that you identfy yourself using a digitalcertficate.

Name.

‘CHRISTENSEN DANIEL.GRANT. 1289669783 DOD EMAIL CA-25
CHRISTENSEN DANIEL GRANT., 1289665783 DOD CA-25

[[] Aways use this certfiate without prompting

MIAP has verified that you have a compatible version of Java installed: 1.6.0_24
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Select the E-mail signature Certificate





Community of interest is DCPS











Choose the “I have a CAC”  -- of course only if you really do have one.





To login AFTER an account has been created





To sign up a new account





� HYPERLINK "https://miap.csd.disa.mil/" �https://miap.csd.disa.mil/�      Then click “Enter MIAP Portal”








